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Empowering all employees to take better decisions through use of
information systems.
Protecting critical systems, assets, and data from physical and cyber
threats.
Ensuring authorized users can access assets and data whenever required.
Maintaining an information asset inventory and classifying assets based on
their criticality.
Protecting sensitive information from unauthorized access or disclosure.
Satisfying all legal, regulatory and contractual obligations.
Continuously adapting to changes in the environment, technology, and
threats.
Continual improvement in information security management system’s
performance.
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The Dorf Ketal group manufactures speciality chemicals to stringent,
consistent quality standards. Innovative research and development
enable our group to deliver cost-effective, value-added products and
chemical programs to our customers.
Dorf Ketal is committed to strengthening its information security control
environment, enabling innovation and growth, and enhancing trust with all
stakeholders by:

The Policy will be reviewed periodically for its relevance, appropriateness
and effectiveness and will be communicated to all persons working for or on
behalf of our organization and will be made available to all interested parties.


